Computing in the Modern World / Mr. Lee


2nd Semester Lesson Plan 2 Computer & Internet Security

1) The Essential Question(s)
What are issues associated with Computer and Internet Security?
What is Encryption?  How does it work?

7. Teaching Block
	· http://www.webmonkey.com/webmonkey/backend/security/ 


· http://www.secureworks.com/ 



8. Assignment
Create a new MS Word document in your 852://WebDev/ folder and title it securityIssues.doc

In your own words describe the following about Internet & Computer Security Issues;
1. Start with http://www.webmonkey.com/webmonkey/backend/security/tutorials/tutorial1.html

2. Answer the following Questions;
1. What are the 3 basic encryption techniques?  Define and explain in your own words
2. Go to the “Public/Private Key” page and briefly explain how the public and private keys work

3. Next, go to the SecureWorks web site (this is our guest speaker’s company)
http://www.webmonkey.com/webmonkey/backend/security/ 
and answer the following questions;
1. Click on the “Solutions for:  Banking” link in the right hand box and describe the;
1. Security Risks for Banks in your OWN WORDS


2. Regulatory Pressures


4. Next, read “Wall Street Reports Increase in PC Intrusion in 2007”
http://blog.washingtonpost.com/securityfix/2008/02/wall_street_reports_higher_pc_1.html?nav=rss_blog
and answer the following questions;
1. What percent increase in fraudulent activity was noted from Securities and Future Trading Companies?


2. What is a “Pump and Dump” scam?


5. Next, read “Banks:  Losses from Intrusions Up in 2007”
http://blog.washingtonpost.com/securityfix/2008/02/banks_losses_from_computer_int.html?nav=rss_blog 
and answer the following questions;
1. What is the name of the Government federal entity that oversees and insures more than 9,000 U.S. financial institutions?


2. What is a S.A.R. ?


3. How many computer related SARs were reported according to the article?


4. What was the average loss per SAR for computer intrusions?



6. Lastly, read “How to Fight the Onslought of Security Threats”
http://www.internetnews.com/ent-news/article.php/3707311
and answer the following;
1. What is the ongoing dilemma of relying on and purchasing technology to fight Security Threats.


2. In your own words, describe what the author suggests companies focus on moving forward.


Make your answers clear by using bulleted lists!
When you’re done, type your name, class, and class period across top and print.

